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From:   < @guildgroup.com.au>
Sent: Thursday, 11 January 2024 2:31 PM
To: Code Compliance
Cc:
Subject: RE: General Insurance Code Governance Committee - Monitoring Priorities 

Consultation 2024-25

Dear Code Governance Commi ee, 

Thank you for the opportunity to provide input into the 24/25 Monitoring Program. There are 3 par cular areas that 
we feel are worth men oning for considera on: 

(1) As has been tabled by several subscribers in the past, the industry will con nue to experience difficulty in
securing customer bank account and/or credit card details at mes where refunds or other payments to
customers are being a empted without this informa on being accurate or pre-exis ng on file. As we know
cheques are being de-commissioned by Treasury. There is a growing reluctance on the behalf of customers
to provide this informa on when requested via a range of different communica on methods due to the well
-publicised poten al cyber-security risks associated. This has tangible implica ons for customer remedia on
programs. Considera on of a way forward to minimise customer impact would be valuable.

(2) The ongoing rising cost of insurance is worth considera on and any associated role of government.
(3) The role of government in flood prone zones as an ongoing debate. This includes federal, state and local

government authori es and their posi on on flood mi ga on measures, building and planning permissions
and poten al buyback of flood impacted proper es. Consistent with public ICA posi on.

Any ques ons please don’t hesitate to advise. 

Thanks 

 

   
 

Level 47, 25 Martin Place, Sydney, NSW 2000 

This e-mail may contain confidential and/or privileged information. If you are not the intended recipient (or have received this e-mail in error) please notify the sender immediately and delete this e
mail from your system. Any unauthorised copying, disclosure, dissemination or distribution of the material in this e-mail is strictly forbidden. 

The sender, as well as Guild Group Holdings and any of its related companies do not guarantee the integrity of any e-mails or attached files. E
or error-free as information could be intercepted, corrupted, lost, destroyed, arrive late or incomplete, or contain viruses. The sender therefore does not accept liability for any such
contents of this message which arise as a result of e-mail transmissions. 

[CAUTION: EXTERNAL EMAIL] DO NOT reply, click links, or open attachments unless you have 
verified the sender and know the content is safe. 




